
정보보안

데이터 유출 등과 같은 위협으로부터 데이터 및 정보 시스템을 보호

사업영역

고객의 소중한 정보를 해킹, 바이러스, 유해 트리픽 등 수많은 정보 공격으로 부터 안전하게 보호해주는 서비스를 의미하며
UTM, 보안장비, 보안솔루션, 망분리 환경 등을 통해 기업의 자산을 지키는 것을 의미합니다.

UTM

하나의 장비에 여러가지 보안 기능 (방화벽, IPS, VPN, 
콘텐츠 필터링등)을 통하여 네트워크 사용자를 보호합니다. 

보안장비

외부 침입을 방어하고, 정보를 안전하게 유지하는 역할을 합니다.
고객사의 환경 및 용도에 따라서 DDoS, 웹방화벽, IPS 등
배치되어 데이터 보안을 강화합니다. 

보안솔루션

시스템, 데이터, 어플리케이션를 보호하기 위한 소프트웨어 기반의
서비스입니다. 보안 위협에 대응하거나 보안 상태를 개선 지원합니다.

망분리

외부 유해 트래픽을 막기 위해 업무에 사용할 내부망과 인터넷
접속에 사용할 외부망을 물리적 또는 논리적으로 분리하여
보안을 강화합니다. 
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악성 정보 공격으로부터 보안 장비, 솔루션 등을 통한 시스템 보호



정보보안 서비스 제공 벤더

보안장비 제공 벤더

보안솔루션 제공 벤더

망분리 서비스 제공벤더


	슬라이드 1
	슬라이드 2

